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Abstract

Wireless sensor networking (WSN) provides more promising way for tracking and monitoring the habitat of animals and organism. In this paper we tried to present the comprehensive set of design requirement and to provide the information to life scientists with the precise sensor network device. We also tried to cover different concerns like security, energy harvesting, different models provide the information to life scientists with the precise sensor network device. We also tried to differentiate of using sensor network and other traditional devices. During the deployment of WSN researcher found some challenges. We came to know that the sensor data are also useful for predicting the network failure and system operation. We also tried to make a system architecture that is supposed to address the requirements of habitat monitoring system. We provide the best way to secure the node from attack and energy harvesting mechanisms as well.
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Introduction
Habitat monitoring is the very important application of Wireless Sensor Networking. Different micro sensor is added to natural spaces that enables the data collection. Data are collected from different micro sensors within a natural space. Sensor provide the detailed measurement of localized data by establishing the connection with the corresponding physical environment of the habitat of animals and wildlife. Micro sensors are deployed in the habitat of wildlife in order to overcome the traditional method of collecting data which lead to the distraction of important wildlife habitat. We can deploy different small nodes as per the necessity to monitor the activity like dormancy period of plants, movements of animals their activities, breeding period of animals and many more. In this paper we tried to figure out the potential challenges in the deployment of sensor node in habitat monitoring rather than the experimental tests. We also present the feasible solution for the problems that may arise during the and after the deployment phase.  This paper deals about security concerns, mining data from the sensor nodes, different energy harvesting techniques and other analysis.

Traditionally in order to do the research and collect the data of wildlife scientists used to use data loggers and probes for which researcher need to present in the site physically which may disturb the wildlife. To overcome these problems wireless sensor nodes are deployed. Habitat monitoring is also an important method for identifying the potential threats and the effective method for conservation and protection of species and many protected areas. From the sensors we can find the real time activities of animals and species without physically visiting to the sensitive habitats. Researcher need to physically present in the site to activate the data loggers. There are different sensor network detection services which are useful in order to monitor, analyzing data and tracking [7, 18, 20], multi hub routing [17,9,32] and many more.

Wireless sensor networks are able to store, record, and transmit the data of micro-habitat condition of wildlife at meantime. We can also take the example where scientist involved on monitoring the redwood canopies in the rain forest, micro climates vineyard, occupancy and the climatic situation of seabirds and tracking different animals and mammals. In today era scientists and different conserved authority to preserve wildlife are doing research on wildlife and their habitat for which wireless sensor is deployed where researcher can get information in spatially distributed environments. In order to overcome the problem faced by the traditional data loggers like large in size, expensive, disturbance of different organism, lengthy process and many more on sensor network is introduced. The prominent huge difference between the data logger or traditional probe and wireless sensor networking is probes is supposed to provide real time but the research need to be in the site whereas the logger cannot be accessed until we collect the logger at the same point.

Deployment

Apart from the application sensing the role of nodes is to perform as the networking channel and general purpose computing. We can deploy sensor nodes in different sensor patches in particular region of interest. Through the sensor network sensor node transmit the data to the gateway of network. The working of gateway is to transfer the sensor data from different sensor patches to remote base station through local transit network. The remote base station is responsible to provide data logging and WAN connectivity and also connect to main database across the internet. At length, researcher and scientists can get the data and information from Wireless Sensor. We can place the sensor nodes in different areas of interest. It is small, battered powered small device that can be placed in spatially distributed environments to collect the intermediate dates from the immediate surroundings. Sensor nodes which is also programmable unit that provides the bidirectional communication and huge storage of data. It creates the interface between different analog and digital device and process different symbols and fetch the dates as per the need of applications. Individual sensor is responsible to communicate with another within same spatially distributed location. 

The integration of nodes helps to make up a sensor patch which is typically small in size approximately 10-13 meter in diameter. Since habitat involves wildlife and other areas it is advantageous to use multitired network. In every sensor node there is unique gateway which provides the bridge between sensor and the base station. Solar panels, large capacity batteries and energy harvesting are included in gateway. Gateway also enables to deploy the small device with low energy consumption. Gateway also provides the storage and other computation and make connectivity to the base station. Gateway transmits the message to base station using high range antenna. We have to install each node in order to meet the real term deployment of wireless sensor networking. Each node is capable of sending the 36-byte data packet per 75 second.32-bit sequence number with time stamped packet are kept in the flash memory. In order to prevent the collision of packet MAC layer protocol is deployed in small operating system in sensor board. In order to monitor the burrows below the level of ground a special sensor board called Mica Weather Board is installed. By the help of photo resistor sensor, capacitance humidity sensor, digital pressure sensor and digital temperature sensor we can measure the environmental condition. We choose the infrared detector called Thermopylae to monitor the occupancy of the burrow. It does not disturb the environment of the burrow indeed. We have other alternatives to use probe-based approach which allow us accurate co-location but it consumes more voltages which is our greater concern. By integrating the entire package, we also developed the sensor board in a single package which allows us to fit in size and communicate with other nodes or vice-versa. Camera traps as sensor networks for monitoring animal We tried to elaborate the terrestrial monitoring system in Chitwan National Park, Nepal. Extremely micro motion sensitive camera which record the presence of different species and animals like tiger, one horned Rhino by the help of visual sensor. The data collected from the camera provide the relevant information to the researcher. As soon as animals walked across the area of deployment we found that a impact on the population of plant through the help of seed dispersal. The advantages of camera traps are:  We can capture photograph without disturbing the behavior of the animal and without flashes. Without direct involvement of human, we can deploy its function, It is robust because it can store permanent record of data according to date, species and location, the camera traps record the behaviors of animals which is important for scientific analysis and education and promotion.

 Moreover, with the GPS tag we can monitor the location it passes through which also called the Lagrangian approach. On the other hand, we can also record the specific location and identify the particular organism and animals across it by the help of radio frequency. Additionally, we make use of GPS (Gamin 60S) in order to keep the camera on the trees at height of 15 cm approximately. We can also maximize or minimize the view of camera in any direction with minimum slope to gain their view within 5-10 m. camera is fully programmed as per our necessity like Picture definition with frame rate of 1 FPS and we set the trigger mode in non- delay mode. In order to check the proper functioning, we programmed the camera to make more time lapse of picture in every 12 hours. Analysis of Wireless Sensor Networks for Habitat Monitoring Regardless of the possibility that this starting era of gadgets were bigger than a profoundly designed, application specific stage would be, we needed to push toward scaled down remote sensors. All sensors lived on a solitary sensor board, one every bit. This safeguarded the structure variable of the basic bit stage and constrained the circuit board outline and simplified assembling. The board incorporates a different 12-bit ADC to expand sensor determination seclude simple commotion, and permit simultaneous sensor transforming and node operation. One result of a solitary coordinated outline is the measure of imparted destiny between sensors; a disappointment of one sensor is likely influences every other sensor. The outline did not consider deficiency separation among autonomous sensors or controlling the impacts of failing sensors on imparted equipment as we desired. 

Problem 

Node Analysis: 

The node of wireless sensor which is spatially kept in outdoor depends on the number of environmental factors. Nodes have also got knowledge about the factors and use those factors of effective operation. The notification provided by the system to the end user helps to fix the WSN. At the same time network could request for maintenance to self-fix. There is the link between the node performance and the sensor.

 Power Management:

 One of the fundamental difficulties was sensor node power administration. We assess the force administration in the setting of the couple of nodes that did not display different disappointments. Motes don't have a direct method for measuring the vitality they expended; rather we utilize battery voltage as an aberrant measure. The investigation of the total population is to a degree confounded by in the field battery substitutions, failed voltage pointers, failed sensors and holes in the information brought on by the database crashes. Just 5 nodes out of 43 have unmistakably depleted their unique battery supply. This restricted specimen makes it difficult to perform an intensive measurable examination. Rather we look at the battery voltage of a solitary node without different disappointments. The batteries are not able to supply enough current to power the node once the voltage drops beneath 2.30V. The support converter on the Mica bit has the capacity remove just 15% more vitality from the battery.

Humidity readings: 

The relative humidity that is the capacitive sensor was equal in context to the humidity. Need the adequate air condition or circulation to keep the sensor dry during the packaging process.  There is the problem in the interchangeability of sensor of different sensor across the sensor boards. When there is wet the sensor produce relatively low resistance and other power sources which seems to be abnormal.

Mining data from Sensor nodes using K-Medoid Exclusive Clustering Algorithm

  Sensor nodes of wireless sensor network produces the huge volume of data which provides the significant support for the data analysis and valuable information to the researcher and the user. Due to the wide crucial application of wireless sensor networking the Knowledge Discovery from sensor data is gaining popularity for the researcher. Here we are going to implement the K-Medoid Clustering algorithm for efficient resources optimization. 

In order to minimize the energy consumption, we are choosing two typical data mining process from the sensor node that is data summarization and clustering. By the formation of cluster consumes less energy and provide the efficient result. Clustering is composed with three broad categories that is selection of cluster heads, selection of cluster membership and sending or transferring data from the certain members of cluster to any cluster heads. Here we focused on the K-Medoid Clustering algorithm which can be further defined, summarized and analyze.

Cluster are basically formed to group the nearest sensor nodes on the basis of their nearest distance or range. We can calculate the cluster member CH on the basis of distance formula. Here k defines the concentric one for each cluster. Then we have to take each point and associate it to the nearest concentric. After combining the concentric or nodes we have to recalculate the new concentric k for new cluster.

[image: image1.png]() Initial clustering (b) lerate (¢) Final clustering




The k-means algorithm is sensitive to outliers because such objects are far away from the majority of the data, and thus, when assigned to a cluster, they can dramatically distort the mean value of the cluster. In this we choose one representative per cluster and rearrange the cluster objects.
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Clusters are created in levels actually creating sets of clusters at each level on the basis of Hierarchical Clustering. Basically we propose two methods for clustering they are:

· Agglomerate

· Divisive

Agglomerate is the method of clustering of sensor nodes where iteratively cluster is merged together. Initially each item in its own cluster. It is also called as bottom process of clustering. 

   
Divisive is the method of clustering in which large clusters of sensor node are successively divided. It is also called as top down approach where initially all items are in their own cluster.

We can calculate the distance between two points or sensor nodes by use of following formula.

    Let mi be the mean of the vectors in cluster i

    mi is calculated randomly by using 

 Euclidean metric: 

The commonly used distance measure is the Euclidean metric (mostly in case of multi-dimensional data which defines the distance between two points    

     P= (x1(P), x2(P),) and Q = (x1(Q), x2(Q),) is given by:

 Minskowski distance:

where i = (xi1, xi2, …, xip) and j = (xj1, xj2, …, xjp) are two p-dimensional data objects, and q is a positive integer

Manhattan distance:

      If q = 1, d gives the Manhattan distance
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The k-medoids method is more robust than k-means because in the presence of noise and outliers medoid is less influenced by outliers or other extreme values than a mean.
Security threats in Habitat Monitoring WSN

During the deployment of wireless sensor network, we found ample amount of security threats. The threat is not only the hardware and network but also on different security protocols deployed in sensor networks. As different nodes are placed in spatially distributed dangerous environment it is quite difficult to protect the sensor from additional vulnerability. The data obtained from the sensor nodes are very sensitive and confidential as well so to minimize the man in middle attack we have to authenticate them with secured protocol. Due to the broadcast nature of transmission medium Wireless sensor network are vulnerable to different security attacks. 

There may be different classes of attacks which may disturb during the deployment of Wireless sensor network in Habitat Monitoring. Node failure or malicious action also leads to the Denial of Services Attack. it is an attack on the availability of resources on machine or network. When a DOS attack occurs, a sensor node is unable to access resources or services like GPS and wireless broadcasting. It also leads to lowered down the bandwidth of sensor by sending the flood of ping request to the nearest server. There are different types of DOS attack like SYN flood, UDP flood attack, Smurf attack, ping of death attack and so on which prevents the legitimate user to access the services across the network.

Conclusion

 we tried to implement the use of Wireless Sensor Network in habitat monitoring and its architecture. We also include how to deploy at which scenario. In future we plan to apply the data loss ratio and mitigating measures for errors detection and correction. Due to the environmental constraints and power problem real time data retrieval is difficult to fetch from the camera which we will try to solve in near future. We believe to develop such a network which can store the large amount of data and analyze itself and make the automated analysis and report.  
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